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Use websites that are mainly for children.a)

Share your password with your friends.b)

Avoid using the Internet.c)

Share your personal information.d)

1. How can I stay safe while using the Internet?

Well done! That’s correct.

When staying safe on the 
Internet, it is important to use 
websites that are child-friendly. 



Truea)

Falseb)

2. True or false? Bullying is when a 
person tries to upset someone else once. 

Well done! That’s correct.

Bullying is when someone 
deliberately tries to hurt or 
upset another person and 

usually occurs more than once. 



Online bullying is when someone says 
kind things to another person online.a)

Online bullying is when someone sends 
you a message that you don’t like. b)

Online bullying is when someone sends you nasty messages 
and encourages other people to send unkind messages too.c)

Online bullying is when you have a 
disagreement with a friend online.d)

3. What is online bullying?

Well done! That’s correct.

Online bullying is when someone sends you 
nasty messages and tries to get other people 

to say unkind things about you online. 
Online bullying can also involve sending 

unkind or unwanted photographs. 



Ignore the unkind messages.a)

Respond to the messages online. b)

Share the messages with your friend. c)

Tell a trusted adult.d)

4. What should you do if someone sends you 
unkind messages online?

Well done! That’s correct.

If you have been receiving 
unkind messages online, it is 

important to tell a trusted adult. 



Accept the friend request because 
it is good to make new friends.a)

Speak to the person first to see 
if they would be a good friend.b)

Reject the friend request. It’s OK to 
say no if you don’t know who it is.c)

Ignore the friend request.d)

5. Someone you don’t know has sent you a 
friend request. What should you do?

Reject

Accept

Well done! That’s correct.

It is OK to reject the friend request 
if you don’t know who it might be. 
It is important to always check new 
friend requests with a trusted adult. 



Safe, Meet, Able, Ready, Talka)

Safe, Meet, Accept, Reliable, Tellb)

Safe, Mix, Able, Reliable, Tellc)

Sensible, Meet, Accept, Read, Talkd)

6. What does ‘SMART’ stand for? 

Well done! That’s correct.

It is important to stay safe online, not meet 
any strangers, only accept friend requests 

from your friends, remember that you can’t 
trust everybody on the Internet and speak to 

a trusted adult if somebody upsets you. 



Truea)

Falseb)

7. True or false? You should change your 
passwords regularly to keep them secure.

*********Password

katie1976username

Enter

Well done! That’s correct.

To keep your passwords secure, 
it is important to regularly 
update and change them. 



Give them your password but not your address.a)

Give them your password and your address.b)

8. Someone asks you to share your personal 
information online. This person asks you to give them 

your address and password. What should you do?

Do not share any personal information online. c)

Well done! That’s correct.

When staying safe online, never share 
your personal information. This 

includes your name, address, phone 
number or any school information. 



9. True or false? You have to be aged 13 or 
older to have a social media account.

Truea)

Falseb)

+13
12

Well done! That’s correct.

For example, it is against 
the law to sign up to most 

social media accounts if you 
are under the age of 13.



10. Which of the following statements is true? 

Tell a trusted adult if you think you are being bullied online.a)

If someone sends unkind messages, tell your friends.b)

You can sign up to social media accounts 
when you are under 13 years old.c)

Always keep the same password.d)

Well done! That’s correct.
The correct answer is a. If you are worried 
about online bullying, it is important to tell a 
trusted adult about what is happening.



Well done on completing this Online Safety Quiz!

Don’t forget to tell your friends 
everything you have learnt 
about staying safe online.




